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Co je Digitalni Evropa?

>

Program EU podporujici digitalizaci,
technologické inovace, konkurenceschopnost
a strategickou autonomii Evropy

Ve viceletém financnim ramci 2021-2027,
spolu s Horizont Evropa, CEF a dalSimi
sektorovymi programy EU

Nabizi prilezitosti pro zajemce, které chtéji
zavadét nové technologie do praxe

Pomaha riznym subjektim ziskat pfistup k
Spickovym technologiim a financovani
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Kompas Digitalni dekady: Digitalni cile pro 2030

Skills

20 million employed ICT specialists, more
graduates + gender balance
80% of adults can use tech for everyday tasks

Infrastructure
Gigabit connectivity for everyone, high-speed
mobile coverage (at least 5G) everywhere
EU produces 20% of world's semiconductors
10 000 cloud edge nodes = fast data access
EU quantum computing by 2025

Government

Key Public Services - 100% online
Everyone can access health records online
Everyone can use elD

Business
75% of companies using Cloud, Al or Big Data
Double the number of unicorn startups
90% of SMEs taking up tech
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Programy financovani

DIGITAL EUROPE PROGRAMME

EU-Wide deployment, Strategic capacities, Advanced
digital skills and Testing Facility

Capacity, Uptake & Use-

HORIZON EUROPE

Horizon Cluster 4 Digital,
Industry & Space

Joint Undertakings:

* European High
Performance
Computing
(EuroHPCJU))

*  Smart Networks and
Services (SNS JU)

*  Chips (Chips JU)

CONNECTING
EUROPE FACILITY
(CEF) - DIGITAL
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Struktura rozpoctu a specificke cile

Celkovy rozpocet ve vysi 8,1 mld EUR.

. ®
% » SO1 - Vysoce vykonné pocitace HPC

=
.;% » SO2 - Uméla inteligence, Cloud a Data

p » SO3 - Kyberneticka bezpec¢nost
» S04 - Pokrocilé digitalni dovednosti

» SO5 - Osvédcené postupy zavadeéni a
nasazeni technologii
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Pracovni programy a vyzvy
» Specifické cile cilovych skupin jsou realizovany prostfednictvim

vyzev ve dvouletych pracovnich programech

» Noveé zverejnény pracovni program pro roky 2025-2027

Celkovy rozpocet Digital Europe mm 2027 m

Digital Europe WP, spolu s EDIH
(S01, 2, 3, 4,5, 6) 435.6 422.3 448.0 1305.9

EuroHPC JU (soucast SO1) 201.6 288.0 330.6 820.2

European Cybersecurity Competence
Centre (sou¢ast SO3) e 108 104 355

Chips JU (soucast S06) 356.2 175.9 181.5 713.6

R Funded by
the European Union 6

Drive for
success



Moznosti
financovani

» Granty s 50% dotaci pro véechny zpusobilé
zadatele.

» MSP 75 %, podpurné a koordina¢ni akce
100 % ‘
|‘ ’ |

» Forma grantd, koordinaéni a podpurné \|\ ‘ |‘ ‘ | ‘ 1N \\ |
l ‘ ’ ||

akce, verejné zakazky, ,contribution .
agreements" AT i i H\,
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Indikativni harmonogram vyzev

Areas and topics with indicative allocations (in million EUR) 2025 | 2026 | 2027 | Total
New technologies, Al & post-quantum transition 139
2.1 | Cybersecure tools, technologies and services relying on Al 15 15 15 45
Strengthening cybersecurity capacities of European SMEs with 20 20
2.2 | cybersecure Al-powered solutions
Deployment of a European testing infrastructure for the transition 25 25
2.3 | to PQC in different usage domains
2.4 | Transition to post-quantum Public Key Infrastructures 15 15
2.5 | Migration of Cyber Hubs to PQC 4 4
2.6 | Uptake of innovative cybersecurity solutions for SMEs 15 15 30
Cyber Solidarity Act and EU Action Plan on Cable Security Implementation 97
2.7 | National Cyber Hubs 5 5 10
2.8 | Cross-Border Cyber Hubs 5 15 20
Strengthening the Cyber Hubs ecosystem and enhancing 2 2
2.9 | information sharing
2.10 | Coordinated preparedness testing and other preparedness actions 10 15 15 40
2.11 | Mutual assistance 2 2 4
2.12 | Regional Cable Hubs 10 5 6 21
Additional actions improving EU cyber resilience 110
2.13 | Enhancing the NCC Network 10 11 17 38
Strengthening EU cybersecurity capacities & capabilities in line 20 12 32
2.14 | with legislative requirements
2.15 | Dedicated action to reinforce hospitals and healthcare providers 30 30
2.16 | Dual-use technologies 10 10
Programme Support Actions 3 3 3 9 8
TOTAL (in million EUR) 143 108 104 355




New technologies, Al & post-quantum transition

2.1 Cybersecure tools, technologies and services relying on AI: DEADLINE - 31.03.

Cil: Pomoci technologii na bazi AI umozmt efekt|vneJS| tvorbu a analyzu Cyber Threat Intelligence
(CTI), automatizaci rozsahlych procesl, stejné jako rychlejsi a $kalovatelné zpracovani CTI a identifikaci
vzorcu které umoznuji rychlé odhalovani a rozhodovani.

Uéel: Nasazeni Al a rliznych technologii vyuZivajicich Al jako podpor pro Cyber Hubs, CSIRTs, NCSCs, NIS
SPOCs a dalsi.

Rozsah sluzeb: Vyvoj a zavadéni systémd a nastroji pro kybernetickou bezpe¢nost zalozenou na
technologiich AI, které se zabyvaji aspekty, jako je detekce hrozeb, detekce zranitelnosti, zmirfovani
hrozeb, zotaveni po incidentech, analyza dat, sdileni dat apod.

» Druh akce: Simple grant

» Rozpocet: 45 mil EUR

» Trvani: 36 mésicl

» Poz: Opatreni omezena na zakladé ¢l. 12 odst. 5 narizeni (EU) 2021/694.
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New technologies, Al & post-quantum transition

2.2 Strengthening cybersecurity capacities of European SMEs with cybersecure AI-
powered solutions:

Cil: Podpora pI‘I]etI a Sireni inovativnich resenl kybernetlcke bezpecnosti zalozenych na AI
(zeJmena v SME, prlpadne s vyuzitim vysledku projektd programu Horizont Europe nebo podobnych
objektd) a zlepsenl znalosti a auditu pripravenosti v oblasti kybernetické bezpecnosti.

Ucel Zvyseni vyspélosti fizeni kybernetlckych rizik, zlepseni kybernetlcke odolnosti a v kone¢ném
dusledku podpora technologicky vyspélé kultury kybernetlcke bezpecnosti pro SME v EU.

Rozsah sluzeb: Zavedeni nastroji kybernetické bezpe&nosti na bazi Al, vyv0J uzwatelsky privétivych
nastrojd (napr toolkit) Ci uzivatelského rozhrani pro SME pro hlaseni |nC|dentu spojené s kybernetickou
sadou nastroju apod.

» Druh akce: SME support action

» Rozpocet: 20 mil EUR

» Trvani: 36 mésicl

» Poz: Opatreni omezena na zakladé Cl. 12 odst. 5 narizeni (EU) 2021/694.
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Cyber Solidarity Act and EU Action Plan
on Cable Security Implementation

2.7 National Cyber Hubs:

Cil: Vytvorit nebo posilit narodni kyberneticka centra vybavena nejmodernéjsimi nastroji pro
monitorovani, porozumeéni a proaktivni Fizeni kybernetickych udalosti, a to v Uzké spolupraci s prislusSnymi
subjekty, jako jsou CSIRT, ISAC atd.

Ucel Kybernetické uzly v celé EU budou fungovat jakg clearingova centra pro detekci, shromazdovani a ukladani
Udaju o kybernetickych hrozbach, analyzu té&chto Gdajl a sdileni a hladeni CTI, prezkoumavanl a analyzy, s
prihlédnutim k zavedenym standardum pro sdileni a automatizacni procesy.

Rozsah sluzeb: Budovani kapacit pro nové nebo stavajici narodni kybernetické uzly, napriklad vybaveni,
nastroje, datové toky nebo naklady souvisejici s analyzou, propojenim s preshrani¢nimi kybernetickymi uzly apod.

» Druh akce:
Call for Expression of Interest — workstream on Joint procurement with Meber States (10 mil EUR)
Call for Proposals — workstream on Simple Grants

» Trvani: 36 mésict

» Poz: Opatfeni omezena na zakladé ¢l. 12 odst. 5 narizeni (EU) 2021/694.
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Cyber Solidarity Act and EU Action Plan
on Cable Security Implementation

2.9 Strengthening the Cyber Hubs ecosystem and enhancing information sharing:

Cil: Konsolidovat narodni a preshranicni kyberneticka centra, vcéetné téch ve vybranych
konsorciich ENSOC a ETHENA, ktera se zapojila do spolecného zadavani verejnych zakazek s ECCC

Ucel: Vy$&i angazovanost, véetné angazovanosti soukromého sektoru a lepsi spoluprace smérujici k
vytvoreni znalostni zakladny EU o kybernetickych hrozbach a technologicke nezavislosti.

Rozsah sluzeb: Podpora koordinace a spoluprace kybernetickych hubU napfi¢ staty, propojeni vefejného
sektoru s prymyslem, sdileni informaci, technologii, znalosti a Skoleni, podpora oznamovani zranitelnost
dle NIS2 a zlepSovani detekce, prevence a reakce v oblasti provoznich technologii apod.

» Druh akce: Coordination and Support Action

» Rozpocet: 2 mil EUR

» Trvani: 24-36 mésicd

» Poz: Opatreni omezena na zakladé ¢l. 12 odst. 5 narizeni (EU) 2021/694.
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Cyber Solidarity Act and EU Action Plan
on Cable Security Implementation

2.10 Coordinated preparedness testing and other preparedness actions: DEADLINE - 31.03.

Cil: Doplnit, nikoli opakovat u5|I| ¢lenskych statd a usili na urovm EU o zvy$eni Urovné& ochrany a odolnosti vU¢i
kybernetickym hrozbam, zejména u kritickych primyslovych zafizeni a infrastruktur.

Uéel: Posileni kybernetické bezpecénosti prostfednictvim spoluprace, hodnoceni a monitorovani rizik a
zranitelnosti, zlepseni souladu s predpisy a rozvoje dovednosti pomoci skoleni, cviceni a odbornych konzultaci.

Rozsah sluzeb: Koordinované testovam pripravenosti subJektu pusob|C|ch v odvétvich s vysokou kritiCnosti v celé
Unii s ohledem na ICT a provozni technologie, dodate¢nd opatfeni pro pfipravenost subjektl plsobicich v
odvétvich s vysokou kritiCnosti a dalSich kritickych odvétvich (cviceni, Skolici kurzy apod.)

» Druh akce:
Simple Grants for coordinated preparedness (10 mil EUR)
Simple Grants for other preparedness actions (5 mil EUR)
» Trvani: 36 mésicl

» Poz: Opatrfeni omezena na zakladé Cl. 12 odst. 5 narizeni (EU) 2021/694.
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Cyber Solidarity Act and EU Action Plan
on Cable Security Implementation

2.11 Mutual assistance:

Cil: Doplnit, nikoli zdvojit Usili ¢lenskych statl a Unie o posileni schopnosti reagovat na zavazné &i
rozsahlé kybernetické incidenty a v souladu s Aktem o kybernetické solidarité zajistit technickou
pomoc mezi ¢lenskymi staty postizenymi takovym incidentem.

Uéel: Vzajemna technicka pomoc pfi reakci na vyznamné a rozsahlé incidenty v oblasti kybernetické
bezpecnosti.

Rozsah sluzeb: Technickd pomoc, analyza incident( v oblasti bezpe&nosti informaci a krizova komunikace
jako sluzba typu retainer, komplexni podavani zprav, vcetne rozsahu, doporuceni, napravnych opatreni a
zaveru.

» Druh akce: Simple Grants

» Rozpocet: 4 mil EUR

» Trvani: 36 mésicl

» Poz: Opatfeni omezena na zakladé ¢l. 12 odst. 5 narizeni (EU) 2021/694
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Cyber Solidarity Act and EU Action Plan
on Cable Security Implementation

2.12 Regional Cable Hubs: DEADLINE - 31.03.

Cil: Postupné zfizovani regionalnich kabelovych uzl{, po jednom pro kazdou moiskou

oblast EU, jejichz ulohou bude konkrétne zlepsit detekci hrozeb a operacni bezpecnost v okoli
téchto strategickych infrastruktur.

Ucel: Podpora zavadeéni procesu nastrOJu a sluzeb pro detekci a analyzu vznlkaJ|C|ch hrozeb s
cilem vytvofit témé&r v redlném case situaéni povédomi o ochrané podmoftskych kabeld.

Rozsah sluzeb: Shromazdovani dat a bezpecnostnlch |nformaC| ze vSech dostupnych zdrOJu a
automatizovand analyza, zavedeni funkce hladgeni incidentd a postupu pro sdileni informaci apod.

» Druh akce: Simple Grant 70% co-funding

» Rozpocet: 21 mil EUR

» Trvani: 36 mésicl

» Poz: Opatreni omezena na zakladé &l. 12 odst. 5 nafizeni (EU) 2021/694

Drive for
success
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Additional actions improving EU cyber
resilience

2.13 Strengthening EU cybersecurity capacities & capabilities in line with
legislative requirements:

Cil: Podpora jednotné implementace evropské legislativy v oblasti kybernetické bezpecnosti,
zejména CRA, NIS 2, GDPR, DORA a Cybersecurity Act. Rozvoj dovednosti a pracovni sily
schopné reagovat na nové regulacni a bezpecnostni pozadavky.

ry

Ucel: SniZzeni bariér pro malé a stfedni podniky pri plnéni certifikacnich a regulacnich povinnosti.

Rozsah sluzeb: Podpora implementace a certifikaCnich procesu vyvoj nastrojq, platforem a
metodik pro certifikaci, hodnoceni shody, hlaSeni incidentd a dohled nad trhem, pfeshrani¢ni a
meziodvétvovou spolupraC| podporu SME apod.

» Druh akce: Simple Grant

» Rozpocet: 32 mil EUR

» Trvani: 36 mésicu

» Poz: Opatreni omezena na zakladé ¢l. 12 odst. 5 nafrizeni (EU) 2021/694
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Additional actions improving EU cyber
resilience

2.16 Dual-use technologies:

Cil: Posileni spoluprace mezi civilni a obrannou sférou pri vyvoji a nasazeni dual-use
kyberbezpecnostnich technologii zvysujicich odolnost proti kybernetickym a hybridnim hrozbam.

Udel: Podpora inovace, interoperability a praktické vyuziti pokrocilych kyberbezpe¢nostnich redeni
spolecnych pro civilni i obranné vyuziti pri ochrané kritické infrastruktury, dat a spolecnosti.

Rozsah sluzeb: Vyvoj, testovani a nasazeni dual-use prototypd, nastroju a platforem v oblastech
jako kvantové odolna kryptografie, Zero Trust architektury, Al detekce hrozeb, kybernetické
polygony a SOAR resSeni pro civilni i obranné pouziti.

» Druh akce: Simple Grant

» Rozpocet: 10 mil EUR

» Trvani: 36 mésicl

» Poz: Opatreni omezena na zakladé &l. 12 odst. 5 nafizeni (EU) 2021/694
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CYBERSECURITY & TRUST 2025-2027

Nize je uveden predbézny kalendar pro vyzvy DEP 2025.
Podobny casovy harmonogram bude pouzit pro vyzvy
letech 2026 a 2027.

Main tasks Tentative timeline
Opening Q2/2025 and Q4/2025
Closing Q4/2025 and Q1-Q2/2026
Evaluation Q1/2026 and Q3/2026
Signature of the grants Q3/2026 and Q1/2027

Funded by
the European Union 19




Dilezité odkazy

» Vsechny pracovni programy jsou k
dispozici na tomto odkazu.

» Aktualni vyzvy jsou zverejnény na
portalu EU Funding & Tenders Portal,
podrobny popis jednotlivych témat vyzev
naleznete v dokumentech k vyzvam.

» Digitalni Evropa na webu CzechInvest.

» Projekt DEP4ALL - webinare,
skoleni, uzitecné materialy pro
zadatele ZDE.
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https://digital-strategy.ec.europa.eu/en/activities/work-programmes-digital
https://digital-strategy.ec.europa.eu/en/activities/work-programmes-digital
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/opportunities/calls-for-proposals?order=DESC&pageNumber=1&pageSize=50&sortBy=startDate&status=31094502&frameworkProgramme=43152860&isExactMatch=true
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/how-to-participate/reference-documents?programmePeriod=2021-2027&frameworkProgramme=43152860
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/how-to-participate/reference-documents?programmePeriod=2021-2027&frameworkProgramme=43152860
https://ec.europa.eu/info/funding-tenders/opportunities/portal/screen/how-to-participate/reference-documents?programmePeriod=2021-2027&frameworkProgramme=43152860
https://czechinvest.gov.cz/cz/Program-Digitalni-Evropa
https://www.linkedin.com/company/dep4all/
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Dekuji za pozornost!
David Micevic
Narodni kontaktni misto pro program Digitalni Evropa,
projektovy manazer

+420 725 978 210
david.micevic@czechinvest.gov.cz

Sluzby informacniho, poradenského a analytického
charakteru v ramci programu Digitalni Evropa

. Agentura pro podporu podnikani a investic
www.czechinvest.org Stépanska 15, 120 00 Praha 2, Ceskéa republika
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	Slide 1: Program Digitální Evropa
	Slide 2: Co je Digitální Evropa?
	Slide 3: Kompas Digitální dekády: Digitální cíle pro 2030
	Slide 4: Programy financování
	Slide 5: Struktura rozpočtu a specifické cíle
	Slide 6: Pracovní programy a výzvy
	Slide 7: Možnosti financování
	Slide 8: Indikativní harmonogram výzev
	Slide 9
	Slide 10
	Slide 11
	Slide 12
	Slide 13
	Slide 14
	Slide 15
	Slide 17
	Slide 18
	Slide 19
	Slide 20: Důležité odkazy
	Slide 21: Děkuji za pozornost!

